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This newsletter contains the principal laws published, as well as  

decrees or general effect resolutions and regulations issued during 

the period. All of the above, in matters that may affect the various 

sectors where foreign investment is developed in Chile.  

The information provided herein is for guidance purposes only and 

does not replace the information provided or interpretations made 

by the competent authorities on each matter. 
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Noteworthy Decrees and Resolutions 

FEBRUARY 2025 
 

Resolution No. 2, of 2025, 
issued by the National 
Cybersecurity Agency 

Authorizes the public disclosure of early alerts, notices, and 
information on cybersecurity risks and incidents 

SUBJECT Cybersecurity 

PUBLICATION DATE  
February 12, 2025 

 

This resolution aims to mandate the public disclosure of cybersecurity vulnerability alerts issued by the 
National Computer Security Incident Response Team, in accordance with the provisions of Cybersecurity 
Framework Law No. 21.663.     
 
Through this resolution, the National Computer Security Incident Response Team is authorized to disclose 
information on specific threats and vulnerabilities, as well as the measures that should be taken to protect 
network and information technology system infrastructure.     
 
The alerts will be classified into different categories, including spoofing alerts, incident alerts, indicators 
of compromise, and vulnerability alerts.     
 
In addition to the alerts, notices and technical reports will be published, such as manuals, guides, monthly 
or annual reports on statistical information, and other types of technical information that is disclosed.     
 
Disclosure channels will include the media outlets used by the National Cybersecurity Agency, including 
its website, the National Computer Security Incident Response Team’s website, and institutional social 
media accounts.     
 
It is important to note that the authorization for public disclosure only includes the precise information 
contained in the alert, and does not include the background and reasons that led to its issuance, unless 
the national director of the National Cybersecurity Agency explicitly authorizes its disclosure. 


